SOAP 1.1 Binding for MTOM 1.0

March 2, 2006

Authors

Dimitar Angelov, SAP
Christopher Ferris (Editor), IBM
Anish Karmarkar, Oracle
Canyang Kevin Liu, SAP
Jonathan Marsh (Editor), Microsoft
Jeff Mischkinsky, Oracle
Anthony Nadalin, IBM
Ümit Yalçınalp, SAP

Copyright Notice

Copyright © 2005-2006 International Business Machines Corporation, Microsoft Corporation, Inc., Oracle Corp., and SAP AG All rights reserved.

Permission to copy and display the SOAP 1.1 binding for MTOM 1.0 Specification (the "Specification", which includes WSDL and schema documents), in any medium without fee or royalty is hereby granted, provided that you include the following on ALL copies of the Specification, that you make:

1. A link or URL to the SOAP 1.1 binding for MTOM 1.0 Specification at one of the Authors' websites
2. The copyright notice as shown in the Specification.

IBM, Microsoft, Oracle and SAP (collectively, the "Authors") each agree to grant you a license, under royalty-free and otherwise reasonable, non-discriminatory terms and conditions, to their respective essential patent claims that they deem necessary to implement the Specification.

THE SPECIFICATION ARE PROVIDED "AS IS," AND THE AUTHORS MAKE NO REPRESENTATIONS OR WARRANTIES, EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-INFRINGEMENT, OR TITLE; THAT THE CONTENTS OF THE SPECIFICATION ARE SUITABLE FOR ANY PURPOSE; NOR THAT THE IMPLEMENTATION OF SUCH CONTENTS WILL NOT INFRINGE ANY THIRD PARTY PATENTS, COPYRIGHTS, TRADEMARKS OR OTHER RIGHTS.

THE AUTHORS WILL NOT BE LIABLE FOR ANY DIRECT, INDIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF OR RELATING TO ANY USE OR DISTRIBUTION OF THE SPECIFICATION.

The name and trademarks of the Authors may NOT be used in any manner, including advertising or publicity pertaining to the Specification or their contents without
specific, written prior permission. Title to copyright in the Specification will at all times remain with the Authors.

No other rights are granted by implication, estoppel or otherwise.

**Abstract**
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### 1. Introduction

This specification details the necessary modifications to the SOAP Message Transmission Optimization Mechanism [MTOM] and XML-binary Optimized Packaging [XOP] specs necessary to successfully use these technologies with [SOAP 1.1].

#### 1.1 Requirements

This specification intends to meet the following requirements:

- Specify the minimal changes to MTOM and XOP to enable these facilities to be used interoperably with SOAP 1.1.
- Allow substantial parts of a SOAP 1.2 MTOM/XOP implementation to be reused with SOAP 1.1.
- Clarify that SOAP 1.1 envelopes so constructed must use XML 1.0 for interoperability.
- Illustrate updates to the [Describing Binary Content] specification (syntax changes) since the publication of XOP.
1.2 Example

Table 1 shows a representation of a SOAP envelope XML Infoset prior to XOP processing. Table 2 shows the same Infoset, serialized using the application/xop+xml format in a MIME Multipart/Related package. These examples correspond to those in [XOP, 1.2 Examples], adjusted to illustrate SOAP 1.1 envelopes.

Table 1: XML Infoset prior to XOP processing (Example 1, SOAP 1.1)

```
<Envelope
  xmlns:s11='http://schemas.xmlsoap.org/soap/envelope/'
  xmlns:xmime='http://www.w3.org/2005/05/xmlmime'>
  <Body>
    <data xmlns:m='http://example.org/stuff'>
      <photo>
        xmime:contentType='image/png'/aWKKapGGyQ=</photo>
      <sig>
        xmime:contentType='application/pkcs7-signature'>Faa7vR0i2VQ=</sig>
    </data>
  </Body>
</Envelope>
```

Lines (01-02) in Table indicate the message is encoded as SOAP 1.1. Lines (07) and (09) are elements with base64 encoded binary data. For purposes of this example, both of these blocks of data will be optimized.

Table 2: Infoset serialized as a XOP package (Example 2, SOAP 1.1)

```
MIME-Version: 1.0
Content-Type: Multipart/Related;boundary=MIME_boundary;
type="application/xop+xml";
start="<mymessage.xml@example.org>";
start-info="text/xml"
Content-Description: A SOAP message with my pic and sig in it
SOAPAction: "http://example.org/action/data"

--MIME_boundary
Content-Type: application/xop+xml;
charset=UTF-8;
type="text/xml"
Content-Transfer-Encoding: 8bit
Content-ID: <mymessage.xml@example.org>

<Envelope
  xmlns:s11='http://schemas.xmlsoap.org/soap/envelope/'
  xmlns:xmime='http://www.w3.org/2005/05/xmlmime'>
  <Body>
    <data xmlns:m='http://example.org/stuff'>
```
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Lines (17) and (24) in Table show the media type “text/xml” as required by SOAP 1.1. Lines (28-43) illustrate SOAP 1.1 envelope. Other parts of this package are identical to those one would find in a XOP package for a SOAP 1.2 envelope.

2. Terminology and Notation

2.1 XML Namespaces

Table 3 lists XML namespaces that are used in this specification. The choice of any namespace prefix is arbitrary and not semantically significant.

Table 3: Prefixes and XML Namespaces used in this specification.

<table>
<thead>
<tr>
<th>Prefix</th>
<th>XML Namespace</th>
<th>Specification(s)</th>
</tr>
</thead>
<tbody>
<tr>
<td>s11</td>
<td><a href="http://schemas.xmlsoap.org/soap/envelope/">http://schemas.xmlsoap.org/soap/envelope/</a></td>
<td>[SOAP 1.1]</td>
</tr>
<tr>
<td>xmime</td>
<td><a href="http://www.w3.org/2005/05/xmlmime">http://www.w3.org/2005/05/xmlmime</a></td>
<td>[Describing Media Content]</td>
</tr>
</tbody>
</table>
2.2 Notational Conventions
The keywords "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119 [RFC 2119].

2.3 Compliance
Normative text within this specification takes precedence over outlines, which in turn take precedence over examples.

3. Using MTOM/XOP with SOAP 1.1
Use of MTOM/XOP with SOAP 1.1 is straightforward. There are differences between SOAP 1.1 and SOAP 1.2 particularly with respect to definitions of SOAP 1.2 Features, SOAP 1.2 Modules, SOAP 1.2 Message Exchange Patterns, SOAP 1.2 Property Conventions for Message Exchange Patterns, SOAP 1.2 HTTP binding description and intermediaries. Those parts of MTOM specification that are specific to SOAP 1.2-only constructs are not applicable to SOAP 1.1 and thus not applicable to this specification. For example, in [MTOM] 2 Abstract SOAP Transmission Optimization Feature and [MTOM] 4 HTTP SOAP Transmission Optimization Feature the feature definition and its effects on SOAP MEP and SOAP MEP properties are not applicable to this specification.

SOAP 1.1 is defined in terms of XML elements, and MTOM describes SOAP 1.2 constructs in terms of information items. There is a clear correspondence between the two, as described in the [XML Information Set].

All constraints described in [MTOM] and [XOP] MUST be followed, except as noted above or changed as specified below.

3.1 Serialization of a SOAP 1.1 message
When sending a SOAP 1.1 message using the MIME Multipart/Related Serialization, the SOAP envelope Infoset is serialized into XML 1.0 as specified in [XOP] 3.1 Creating XOP packages. Specifically:

- The content-type of the outer package MUST be multipart/related.
- The type parameter of the content-type header of the outer package MUST have a value of application/xop+xml (see [XOP], 4.1 MIME Multipart/Related XOP Packages).
- The start-info parameter of the content-type header of the outer package MUST specify a content-type for the root part of text/xml.
- The content-type of the root part MUST be application/xop+xml (see [XOP], 4.1 MIME Multipart/Related XOP Packages).
- The type parameter of the content-type header of the root part MUST specify a content-type of text/xml.

The result is a MIME Multipart/Related XOP package (see [XOP]): one body part, the root, containing an XML 1.0 representation of the modified SOAP 1.1 envelope, with an additional part used to contain the binary representation of each element that was optimized.

This section corresponds to, and supercedes, [MTOM] 3.2 Serialization of a SOAP message which describes similar treatment for SOAP 1.2.
3.2 Sending a SOAP 1.1 message over HTTP

3.2.1 xop:Include restrictions

Implementations supporting the HTTP SOAP Transmission Optimization binding for SOAP 1.1 MUST enforce the restriction that XOP is not to be used with Infosets that contain element information items of name xop:Include (see [XOP], 3. XOP Infosets Constructs). In any case where a SOAP 1.1 envelope containing such an element information item is to be sent, the binding MUST do one of the following:

- Fall back to use the text/xml media type or any other suitable media type, i.e., send the SOAP envelope without using the HTTP SOAP Transmission Optimization Feature.
- Generate a binding-dependent SOAP fault.

This section corresponds to and supercedes [MTOM, 4.3.1 Sending a SOAP message] which describes similar treatment for SOAP 1.2.

3.2.2 SOAPAction

An HTTP envelope containing a XOP package MUST specify a SOAPAction header (see [SOAP 1.1], 6.1.1 The SOAPAction HTTP Header Field). However, the value of such header MAY be the empty string: “”.

4. Security Considerations

Because SOAP can carry application defined data whose semantics is independent from that of any MIME wrapper (or context within which the MIME wrapper is used), one should not expect to be able to understand the semantics of the SOAP message based on the semantics of the MIME wrapper alone. Therefore, whenever using the application/xop+xml media type, it is strongly advised that the security implications of the context within which the SOAP message is used is fully understood. The security implications are likely to involve both the specific SOAP binding to an underlying protocol as well as the application-defined semantics of the data carried in the SOAP message.

It is assumed that such mechanisms that protect SOAP messages at the infoset level will seamlessly adapt to provide protection for messages conforming to this document. It is strongly recommended that the messages be secured using those mechanisms. In order to properly secure messages, the body and all relevant headers need to be included in the signature. It should be noted that for messages traveling through intermediaries, it is possible that some or all of the message information headers may have multiple signatures when the message arrives at the ultimate receiver. It is strongly recommended that the initial sender include a signature to prevent any spoofing by intermediaries.
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